Guest Wireless Network Access Agreement

All visitors that connect their computers to National Institute of Standards and Technology (NIST) networks must sign this agreement. NIST staff must retain this form for at least 60 days for security purposes and, if requested, make it available to the NIST Information Technology Security Officer.

I certify that my computer is configured according to the following criteria (check each box to certify):

☐ Antivirus software has been installed and the signatures have been updated within the last month.

☐ All security-relevant patches have been installed within the last month.

☐ Peer2Peer file sharing software (e.g. eDonkey, FlashGet, LimeWire, Kazaa, BearShare, etc) has been disabled/turned off and will not be activated while the computer is on NIST networks.

I understand that my computer will be connected to a government-owned network and the network may be disconnected without notice in the event of a security incident. I will connect my computer only to NIST networks that are designated for visitor’s use. While connected to this NIST network, I will not physically connect to any other NIST networks.

I understand that I have no right to privacy in my use of NIST networks, my use may be monitored for inappropriate or illegal activities and, NIST reserves the right to maintain records of my usage and will provide these records to law enforcement officials, as necessary. I also understand that NIST will immediately terminate my privilege to use the NIST network should it become aware that I have used the network for the conduct of inappropriate or illegal activities.

________________________________________
Visitor’s Name

________________________________________  __
Visitor’s Signature        Date    107

________________________________________
Wendy McBride  Division

NIST Sponsor’s Full Name

Period of Use
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